الگوی ساختاری سند سیاست‌های امنیتی

فهرست زیر نمونه‌ای از سرفصل‌ها و مطالب حداقلی است که در سند سیاست‌های امنیتی باید قید گردد. البته ممکن است متناسب با نوع پودمان رمزنگاشتی و حوزه کاربردپذیری آن، بخش‌هایی دیگر نیز به آن افزوده شود. جهت دریافت راهنمایی به منظور تدوین سند سیاست‌های امنیتی پودمان رمزنگاشتی به «پیوست‌های الف و ب» از «[استاندارد ملی ملزومات امنیتی پودمان رمزنگاشتی زیرساخت کلید عمومی](http://www.rca.gov.ir/%D8%A7%D9%84%D8%B2%D8%A7%D9%85%D8%A7%D8%AA-%D8%A7%D9%85%D9%86%DB%8C%D8%AA%DB%8C-%D9%BE%D9%88%D8%AF%D9%85%D8%A7%D9%86-%D9%87%D8%A7%DB%8C-%D8%B1%D9%85%D8%B2%D9%86%DA%AF%D8%A7%D8%B4%D8%AA%DB%8C-%D8%B2%DB%8C%D8%B1%D8%B3%D8%A7%D8%AE%D8%AA-%DA%A9%D9%84%DB%8C%D8%AF-%D8%B9%D9%85%D9%88%D9%85%DB%8C_2242.html)» مراجعه گردد.
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